**Deny App Installation**

1. Computer Configuration> Policies > Administrative Templates > Windows Components > Windows Installer.
   1. Trova l'impostazione "Disattiva Windows Installer".
   2. Doppio clic su "Disattiva Windows Installer" e seleziona "Attivata".
      1. Nella sezione "Opzioni", puoi scegliere tra:
         1. Solo per i pacchetti gestiti: Consente l'installazione solo di pacchetti gestiti (quelli distribuiti tramite GPO).
2. User Configuration > Policies > Administrative Template-> Control Panel -> Add or Remove-> Disable Add/Remove Application.

**Deny App Execution**

1. **AppLocker Policies:** Computer Configuration > Policies > Windows Settings > Security Settings > Application Control Policies > AppLocker

**Account Policies**

1. **Password Policy Enhancements**
   * **Maximum/minimum password age:** Computer Configuration > Policies > Windows Settings > Security Settings > Account Policies > Password Policy > Minimum password length
2. **Account Lockout Policy Enhancements**
   * **Account lockout duration:** Computer Configuration > Policies > Windows Settings > Security Settings > Account Policies > Account Lockout Policy > Account lockout duration
   * **Account lockout threshold:** Computer Configuration > Policies > Windows Settings > Security Settings > Account Policies > Account Lockout Policy > Account lockout threshold
   * **Reset account lockout counter after:** Computer Configuration > Policies > Windows Settings > Security Settings > Account Policies > Account Lockout Policy > Reset account lockout counter after

**Local Policies**

1. **Audit Policy Enhancements**
   * **Audit logon events:** Computer Configuration > Policies > Windows Settings > Security Settings > Local Policies > Audit Policy > Audit logon events
   * **Audit policy change:** Computer Configuration > Policies > Windows Settings > Security Settings > Local Policies > Audit Policy > Audit privilege use
2. **User Rights Assignment**
   * **Deny logon through Remote Desktop Services:** Computer Configuration > Policies > Windows Settings > Security Settings > Local Policies > User Rights Assignment > Deny logon through Remote Desktop Services
   * **Change System Time.**
   * **Change System Time Zone.**
3. **Interactive Logon**
   * **Machine inactivity limit:** Computer Configuration > Policies > Windows Settings > Security Settings > Local Policies > Security Options > Interactive logon: Machine inactivity limit
   * **Interactive logon: Prompt User to change password before expiration date.**
   * **Interactive logon:** **Don’t display last signed-in username.**
4. **Network Security**
   * **LAN Manager authentication level:** Computer Configuration > Policies > Windows Settings > Security Settings > Local Policies > Security Options > Network security: LAN Manager authentication level
   * **Minimum session security for NTLM SSP based (including secure RPC) clients:** Computer Configuration > Policies > Windows Settings > Security Settings > Local Policies > Security Options > Network security: Minimum session security for NTLM SSP based (including secure RPC) clients SIA NTLMv2 session security CHE CHIAVE 128 BIT
   * **Minimum session security for NTLM SSP based (including secure RPC) servers:** Computer Configuration > Policies > Windows Settings > Security Settings > Local Policies > Security Options > Network security: Minimum session security for NTLM SSP based (including secure RPC) servers SIA NTLMv2 session security CHE CHIAVE 128 BIT
5. **User Account Contro**
   * **Behavior of the elevation prompt for standard users:** Computer Configuration > Policies > Windows Settings > Security Settings > Local Policies > Security Options > User Account Control: Behavior of the elevation prompt for standard users

**Windows Defender Antivirus**

1. **Configure Windows Defender Antivirus:** Computer Configuration > Policies > Administrative Templates > Windows Components > Microsoft Defender Antivirus

**Windows Update**

1. **Automatic Updates:** Computer Configuration > Policies > Administrative Templates > Windows Components > Windows Update > Configure Automatic Updates

**Miscellaneous Settings**

1. **Event Log Size and Retention**
   * **Application Log:** Computer Configuration > Policies > Windows Settings > Security Settings > Event Log > Maximum log size
   * **Security Log:** Computer Configuration > Policies > Windows Settings > Security Settings > Event Log > Security > Maximum log size
   * **System Log:** Computer Configuration > Policies > Windows Settings > Security Settings > Event Log > System > Maximum log size
2. **Disable sockets (USB, etc etc)**
   * Computer Configuration -> Policies -> Administrative Templates -> System -> Device Installation -> Device Installation Restriction
3. **Removable storage access**
   * Computer Configuration -> Policies -> Administrative Templates -> System -> Removable Storage Access
4. **Remote Desktop Services**
   * **Require Network Level Authentication:** Computer Configuration > Policies > Administrative Templates > Windows Components > Remote Desktop Services > Remote Desktop Session Host > Security > Require user authentication for remote connections by using Network Level Authentication
5. **Network Share**
   * Go to User Configuration -> Preferences -> Windows Settings -> Drive Maps

Using these paths, you can configure the enhanced security settings directly within the Group Policy Management Editor.